
Buon 2026 
Eccovi una raccolta delle notizie più eclatanti, e quelle che invece hanno provato a nasconderci, utili 

al fine di analizzare e forse comprendere un po’ meglio la peculiare situazione mondiale nella quale 

ci troviamo. Ne esce un’immagine piuttosto triste con un divario sempre crescente tra i potenti che 

si adoperano per sfuggire sempre meglio alle proprie responsabilità, e la gente comune che vede 

continuamente compresso il perimetro dei propri diritti, in qualunque parte del mondo. 

 

STATI UNITI D’AMERICA vs NATO 

Partiamo con la nazione che si meriterebbe un articolo tutto a parte: gli Stati Uniti di Trump. Dopo 

aver insistito per anni che l’Unione Europea avrebbe dovuto riarmarsi per proteggersi dalla Russia, 

la prima vera, concreta e tangibile minaccia alla NATO arriva... dagli Stati Uniti! 

Parliamo ovviamente delle minacce di invasione militare USA della Groenlandia. La motivazione 

ufficiale di difendersi ancor meglio dai missili russi non convince affatto: se gli USA avessero voluto 

qualche nuova base militare in Groenlandia, sarebbe semplicemente bastato chiedere alla 

Danimarca un fazzoletto di terra, o 

dieci, o cento. Solo con l’indotto del 

personale di quelle basi, che 

avrebbe soggiornato e mangiato in 

loco, la concessione si sarebbe 

ripagata da sola.  

Visto che si è scelta invece questa 

strada così eclatante, vediamo quali 

altre opzioni spiegano un po’ meglio 

l’accaduto. 

Ci sono almeno due possibilità: la 

prima riguarda la quantità e la 

qualità delle risorse minerarie della 

Groenlandia, come certificato da 

questo studio del 2023 della 

Commissione Europea → 

 

L’idea di fondo è quindi: “perché 

comprare, quando possiamo 

rubare?” 

E per rubare devi infrangere le leggi, 

o inventarne di nuove tutte tue. 

 



USA-GROENLANDIA: la KoBold Metals 

Come riportato dal Guardian nell'aprile 2025, "Alcuni dei maggiori finanziatori e investitori della 

campagna elettorale di Donald Trump... sono potenzialmente in grado di trarre profitto da qualsiasi 

acquisizione americana della Groenlandia". Dai magnati della tecnologia ai dirigenti delle aziende di 

combustibili fossili, tutte queste figure e forze hanno investito in 

società minerarie ed estrattive in tutta l'isola, e tutte trarranno 

profitto se solo riuscissero a impedire a fastidiose autorità danesi 

o groenlandesi di regolamentare o limitare le loro attività. 

(Fonte: The Guardian)  

E i personaggi dietro alle quinte di questa operazione sono 

tutt’altro che oscuri: la KoBold Metals è una società mineraria 

che è all’avanguardia della “moderna corsa all’oro” della 

Groenlandia per minerali rari e i suoi finanziatori sono Mark 

Zuckerberg (Meta/Facebook/Whatsapp), Sam Altman (Open IA), 

Jeff Bezos (Amazon), Bill Gates (vabbè!), Michael Bloomberg 

(l’omonimo impero finanziario e canale tv/internet), ed altri 

magnati della Silicon Valley (Fonte: Forbes)  

 

E se già questa teoria del Presidente degli Stati Uniti che invade un paese NATO per far rubare le 

risorse dai suoi finanziatori non fosse abbastanza inquietante, ce n’è ancora una peggio: 

 

USA-GROENLANDIA: La Città Libera di PRAXIS 

Praxis è una start-up finanziata da miliardari statunitensi e supporter trumpiani quali Peter Thiel 

(Palantir), Sam Altman (Open IA), e fondi di investimenti che hanno già raccolto la cifra di mezzo 

miliardo di dollari. Essa si propone esplicitamente di costruire “città della libertà”, degli stati-nazione 

indipendenti e post-democratici al di fuori di qualsiasi regolamento legale mondiale se non quelli 

stabiliti autonomamente dal Re-CEO e dai propri residenti-azionisti (Fonte: Le Monde) 

Cosa potrà fare questa gente in una città ipertecnologica e distaccata dalle leggi mondiali? Beh, tutto 

quello che gli pare: testare l’utilizzo di un governo delle IA, testare l’impatto della moneta elettronica 

centralizzata, fare passi da giganti sul transumanesimo utilizzando la bioingegneria, la clonazione 

umana, gli impianti cibernetici, le nanotecnologie, ecc... 

L’escalation è avanzata in questo modo: nel 2023 il fondatore di Praxis Bryden Brown ha provato a 

comprare la Groenlandia, o almeno un grosso pezzo di essa, ma senza successo. Quindi il 22 

dicembre 2024, pochissimi giorni dopo l’elezione presidenziale vinta da Trump quest’ultimo 

annuncia che Ken Howery (che ha fondato una società di investimenti con il suo compare ex paypal 

Peter Thiel), è la sua scelta per essere nominato quale nuovo ambasciatore statunitense in 

Danimarca, anticipando esplicitamente che “il possesso della Groenlandia è una necessità”. (Fonte: 

Profilo Twitter di Praxis) 

Anche questa mediazione, come sappiamo, è fallita. Ora siamo semplicemente alla fase 3 della 

contrattazione, questa volta pistola alla mano. 

https://www.theguardian.com/us-news/2025/apr/15/trump-greenland-donors-investors-finance
https://www.forbes.com/sites/martinadilicosa/2026/01/09/these-billionaires-bet-big-on-greenland-after-trump-took-interest/
https://www.lemonde.fr/en/summer-reads/article/2025/07/22/peter-thiel-the-libertarian-billionaire-waging-war-on-government_6743617_183.html
https://x.com/praxisnation/status/1870965611314184646


PASSA NETANYAHU E L’ITALIA CHINA LA TESTA 

L’Italia si riconferma il consueto paese-zerbino di interessi esteri e/o sovranazionali. Risulta utile 

ricordare che Benjamin Netanyahu, ricercato dalla Corte Penale Internazionale per crimini di guerra 

e per crimini contro l’umanità nel solo ultimo anno è volato ben 5 volte avanti e 5 volte indietro da 

e per gli Stati Uniti, ciascuna volta passando sopra il nostro spazio aereo, senza che il nostro paese 

sia intervenuto in qualsiasi modo. A peggiorare la situazione va infatti sottolineato il fatto che l’Italia 

non solo è membro della CPI ma è pure uno dei Paesi fondatori,  ed ha ospitato la Conferenza 

diplomatica del 1998 durante la quale fu adottato lo Statuto di Roma, l’atto istitutivo della CPI.  

Qui vediamo invece il nostro Ministro dei Trasporti e Vice-premier, sedicente sovranista, che riceve 

un premio per essere il miglior amico di un paese estero: Israele appunto. 

 

 

ITALIA E IL TERRORISMO DI STATO 

Il nostro parlamento ha però trovato il tempo di realizzare una legge secondo la quale i servizi 
segreti possono dirigere, finanziare ed addestrare gruppi terroristici che si propongono di fare 
attentati sul territorio 

In Italia, con l’approvazione della Legge 9 giugno 2025, n. 80, che converte il cosiddetto “Decreto 
Sicurezza”, sono stati significativamente ampliati i poteri attribuiti ai servizi segreti. In particolare, 
l’articolo 31 della legge prevede che, su autorizzazione preventiva della Presidenza del Consiglio, gli 
agenti dei Servizi possano non solo infiltrarsi, ma anche: 

- dirigere e organizzare gruppi e associazioni con finalità di terrorismo anche internazionale, o di 
eversione dell’ordine democratico (articolo 270-bis del codice penale);  

- detenere materiale con finalità di terrorismo (art. 270-quinquies.3);  



- e sarà concessa la fabbricazione, l’acquisto o la detenzione di materie esplodenti, nonchè la 
distribuzione e pubblicizzazione di istruzioni sulla preparazione o sull’uso delle materie 
esplodenti  (art. 435).  

Quindi, a patto di giustificare l’azione con la sicurezza nazionale, tali condotte da parte dei Servizi 
Segreti sono ora legali e “scriminate” 

Fonte1: Normattiva.it   

Fonte2: Pagellapolitica.it 

In entrambi i casi, parafrasando un nostro celebre politico “la legge è uguale per tutti... ma fino ad un 
certo punto” 

 

 

ANCHE LA GERMANIA CHINA LA TESTA 

Anche la potente locomotiva d’europa continua a tenere la testa china quando si parla di interessi 

esteri e/o sovranazionali. La nazione che riesce a vedere i droni russi anche dove non ci sono, viene 

costretta ad imbarazzarsi sulla scena internazionale continuando a dire che non è ancora riuscita a 

determinare in modo conclusivo, dopo 3 anni e 4 mesi, chi siano stati gli esecutori ed i mandanti del 

più grande atto di terrorismo industriale della storia: la distruzione del Nordstream 1 e 2. 

Tanto che viene da chiedersi: ma cosa avranno di così ricattatorio sui politici tedeschi, alla NATO? 

Anche qui, nessun segreto, solo notizie così scomode che vengono raccontate una volta sola, e poi 

lasciate nel dimenticatoio: dal 2012 al 2014 l'agenzia di intelligence statunitense NSA ha usato 

l'accesso ai cavi internet danesi per estrapolare conversazioni e messaggi di testo scambiati tra i 

principali politici europei, compresa Angela Merkel. (Fonte: Wired) 

 

         

https://www.normattiva.it/uri-res/N2Ls?urn:nir:stato:decreto.legge:2025-04-11;48
https://pagellapolitica.it/articoli/impunita-servizi-segreti-cosa-cambia-decreto-sicurezza
https://www.wired.it/attualita/politica/2021/05/31/stati-uniti-spionaggio-merkel-danimarca/


 

GERMANIA BASTONA SISTEMATICAMENTE I MANIFESTANTI 

C’è da dire che la Germania è quantomeno coerente nell’appoggiare i peggiori regimi dal mondo 

anche con le azioni, in quanto è sistematicamente vero che andare in manifestazione pubblica e 

pacifica a favore della Palestina o comunque contro il genocidio causato dagli Israeliani, significa 

essere bastonati e malmenati dalla polizia tedesca. Il tutto apertamente, e a quanto pare, 

legalmente. 

Gli episodi sono così numerosi, che basta cercare “german police violence” e ne escono una 

sequenza, pure su un sito così censurato come youtube. Ne riporto uno che a mio avviso è 

emblematico: 

 

 

https://www.youtube.com/watch?v=8SUln5weESQ 

 

Pare quasi un mantra: “la legge è uguale per tutti... ma fino ad un certo punto” 

 

  

https://www.youtube.com/watch?v=8SUln5weESQ
https://www.youtube.com/watch?v=8SUln5weESQ


REGNO UNITO: ARRESTI PER I POST SUI SOCIAL 

Anche il Regno Unito non se la passa bene in quanto a libertà di espressione e libertà di manifestare. 

La notizia da ricordare è che il Regno Unito è la nazione al mondo con il maggior numero di arresti 

per i post fatti online, e che un’inchiesta del Times ha stabilito che nel 2023 fossero addirittura a 

12000 arresti, cioè 30 arresti al giorno, per reati collegati alla scrittura: 

 

Fonte1: Europarlamento Fonte2: The Times 

 

https://www.europarl.europa.eu/doceo/document/E-10-2025-002239_EN.html
https://www.thetimes.com/uk/crime/article/police-make-30-arrests-a-day-for-offensive-online-messages-zbv886tqf


L’eleganza inglese è stata quella di NON cambiare le leggi, bensì di storpiarle come dal detto “la legge 

per gli amici si interpreta e per i nemici si applica”: è bastato designare il gruppo di solidarietà 

“Palestine Action” quale associazione terroristica per il pesante reato di aver imbrattato con lo spray 

alcuni jet militari, e da quel momento ciascun manifestante che si esprime a loro favore e/o contro 

il genocidio è soggetto alle pesanti normative anti-terrorismo del paese (Terrorism Act del 2000!). 

Il caso migliore? Un ragazzo che si è visto entrare la polizia fin dentro casa, per arrestarlo in quanto 

mesi prima ha partecipato ad una chiamata Zoom durante la quale qualcun altro stava organizzando 

una protesta pacifica a favore appunto di Palestine Action 

Articolo e video: Al Jazeera 

 

Stessa cosa per i post online, per i quali gli investigatori possono andare a cercare indietro di anni: 

possiamo dire che “nel regno unito non vige la libertà di espressione, ma la libertà vigilata” 

 

 

VOLI SPIA UK AIUTAVANO LE STRAGI DELL’IDF 

Il supporto ad Israele non si è fermato a queste 

punizioni arbitrarie per chi protesta il genocidio, ma è 

stato molto più diretto, e configura una vera e propria 

complicità nei crimini di guerra compiuti dall’IDF 

contro la popolazione di Gaza. Quello che gli analisti 

indipendenti di Action on Armed Violence hanno 

scoperto è che la Royal Air Force ha condotto oltre 

600 voli di ricognizione tra dicembre 2023 e luglio 

2025 con velivoli-spia tipo Shadow R1 basati presso la 

base di RAF Akrotiri a Cipro, proprio mentre l’IDF 

compiva gli attacchi mirati contro i campi profughi o 

contro gli ospedali di Gaza, o contro i 270 giornalisti 

che nel corso dei due anni di aggressione militare 

sono stati uccisi da Israele provavano a documentarne 

le azioni. 

Questi aerei, pur non armati, sono dotati 

di sensori sofisticati per raccolta di 

immagini, intercettazioni di segnali e 

mappature dettagliate del terreno — 

strumenti che, se condivisi, possono 

diventare parte integrante di un sistema di 

intelligence... e le rotte seguite nei vari 

giorni in cui è stato possibile rilevare il 

segnare trasponder non lasciano alcun 

dubbio su questo punto: 

https://www.aljazeera.com/video/newsfeed/2025/9/3/watch-uk-police-arrest-palestine-action-supporter-for-planning-protest


VERO GIORNALISMO – I CRIMINI DI GUERRA DI JD VANCE 

Il miglior pezzo di giornalismo del 2025 è avvenuto per un fortuito errore altrui, ed è stato così 

compromettente che seppure l’autore ne ha parlato per quanto a lui possibile, la notiza è stata subito 

deviata su temi marginali, in effetti insabbiando la vera questione centrale. Si tratta dell’attacco 

terroristico USA allo Yemen del 15 marzo 2025, avvenuto come di consueto senza alcuna 

dichiarazione di guerra e senza alcuna legittimità legale o internazionle, durante il quale gli Stati Uniti 

hanno ucciso l’ingegnere-capo yemenita che era il loro massimo esperto di missilistica. Questo 

particolare attacco è stato inizialmente reso celebre dal fatto che il vicepresidente Vance, il 

consigliere per la sicurezza nazionale Waltz, ed il Segretario alla Difesa Hegseth discutevano 

dell’attacco su una chat Signal alla quale è stato invitato per errore Jeffrey Goldberg, il direttore della 

rivista The Atlantic. 

 

 

Traduzione della chat: 

1. Parlano del “terrorista bersaglio” sapendo che si trova in un luogo a loro conosciuto, e 

‘dovrebbe essere in orario’. 

2. L’ingegnere entra nel palazzo della sua fidanzata, che viene colpito dal missile Tomahawk 

sparato da un caccia navale F-18, e l’intero palazzo crolla. 

3. I partecipanti alla chat si rallegrano e si congratulano per l’ottimo lavoro. Smiley delle 

preghierine, smiley del muscolo, smiley della bandiera statunitense. 

 

Ad oggi nessuno è stato indagato né inquisito per questo attacco terroristico su un palazzo pieno di 

civili, che configurava un crimine di guerra ancor prima delle più note ed altrettanto impunite stragi 

in mare di cittadini venezuelani compiute da Trump a fine 2025. 

 



VERO GIORNALISMO - VERA CENSURA 

La notizia di buon giornalismo che invece, in tutta probabilità, non avete nemmeno ricevuto, 

riguarda gli speciali della trasmissione “60 Minutes” relativi alla terribile prigione salvadorenia per 

terroristi CECOT dove sono stati deportati senza precise accuse e senza alcun processo i migranti 

venezuelani arrestati negli Stati Uniti. La trasmissione di “60 Minutes” del 7 aprile 2025 documenta 

infatti non solo le pesantissime condizioni di questo carcere, ma anche di come la Casa Bianca 

sostenga che i 238 migranti venezuelani fossero tutti membri di violente gang equiparabili a 

terroristi, mentre non è possibile documentare alcun precedente penale per ben il 75% degli 

incarcerati. 

 

https://www.youtube.com/watch?v=_QmW99SqBuw 

 

 

Il Segretario della Homeland Security Kristi Noem posa di fronte allo stanzone-prigione dove i detenuti vivono con 

vestiario minimo, con luci sempre accese, e dormono ammucchiati su scaffali in metallo 

https://www.youtube.com/watch?v=_QmW99SqBuw
https://www.youtube.com/watch?v=_QmW99SqBuw


Successivamente, poco prima di natale 2025, c’è stata una seconda trasmissione, contenente uno 

spezzone di 13 minuti ancor più compromettente per le politiche di deportazione degli USA, e tale 

spezzone è stato volontariamente rimosso da CBS News proprio pochi minuti prima della 

trasmissione negli Stati Uniti.  

Il karma ha voluto però che il Canada abbia scelto di ripagare le recenti ostilità di Donald Trump 

decidendo di trasmettere interamente lo speciale, compresa la parte censurata negli Stati Uniti. E 

quello che risulta sono maltrattamenti, pestaggi, torture e privazioni, diffuse e continue, come se gli 

scandali di Guantanamo e di Abu Ghraib non abbiano insegnato nulla, e di come i diritti della 

minoranza bersaglio di turno non valgano assolutamente nulla rispetto al loro valore politico e 

propagandistico per chi vuole apparire un “uomo d’azione che risolve i problemi”. 

Per chi se la sente, lo spezzone censurato è qui: 

 

 

https://www.youtube.com/watch?v=2E4kZkaXPcY 

 

SECONDA PARTE 

 

La seconda parte si concentrerà sulle quattro superpotenze coloniali del mondo (Israele, Stati Uniti, 

Russia e Cina) e di come oggigiorno il pericolo non sia che queste facciano la guerra tra di loro, ma 

che si stiano accordando di volta in volta per spartirsi con la violenza le nazioni minori che fanno gola 

a ciascuna di esse (come abbiamo già visto per il caso della Groenlandia, o come è effettivamente 

già avvenuto per il Venezuela, il rapimento del presidente che ora è ostaggio in cambio del furto di 

petrolio). 

 

https://www.youtube.com/watch?v=2E4kZkaXPcY
https://www.youtube.com/watch?v=2E4kZkaXPcY


L’ACCORDO TRUMP-PUTIN: SIRIA PER UCRAINA 

Il primo accordo coloniale tra superpotenze è avvenuto non appena è stata confermata l’elezione di 

Trump, a dicembre 2024. La Russia, che per 14 anni aveva sistematicamente ed efficacemente difeso 

la Siria, improvvisamente ha smesso di intervenire, e le truppe lealiste di Assad sono cadute vittima 

dell’ISIS. Questo ha consentito ad Israele di invadere e consolidare la sua occupazione militare delle 

contese alture del Golan. In cambio, sullo scenario ucraino, arriva la concessione statunitense: viene 

detto che è ragionevole che la Russia possa annettere non solo la Crimea, il Donetsk, e Luhansk, ma 

anche le altre due regioni che non erano inizialmente previste nella “operazione militare speciale” 

ovvero Zaporizhzhia e Kherson. Questa nuova posizione statunitense ha ovviamente irritato 

Zelensky, che è stato pure invitato a Washington per essere sgridato pubblicamente, nonché l’unione 

europea, che da buon vassallo è costretta a pagare le armi statunitensi che comunque verranno 

mandate in Ucraina per spremere fino all’ultimo dollaro, fino al giorno in cui l’Ucraina non si 

accorgerà di dover giocoforza cedere i suoi territori. Nel frattempo il prezzo più alto è pagato dai 

poveracci che hanno l’unica colpa di trovarsi tra il dittatore di turno e le risorse a cui ambisce. (Fonte: 

Euronews) 

 

 

IL SOGNO AMERICANO 

E ne esce questo capolavoro: l’anno prima Abu Muhammad Al-Jawlani è il leader jihadista 

dell’associazione terroristica ISIS, ricercato internazionale con una taglia di 10 milioni di dollari sulla 

testa; l’anno dopo è il nuovo e ripulito “legittimo” leader della Siria che stringe la mano ai leader del 

nuovo asse Washington-Mosca. Le migliaia di vittime cristiane giustiziate in Siria purtroppo non 

possono accedere allo stesso “sogno americano” di Al-Jawlani. 

 

 

 

  

https://it.euronews.com/2025/06/12/siria-in-sei-mesi-oltre-settemila-civili-morti


TAIWAN SOTTO COSTANTE MINACCIA CINESE 

Lo stato di Taiwan continua ad essere sotto costante minaccia di invasione militare da parte della 

Cina, che lo considera come un proprio territorio nonostante Taiwan abbia tutte le caratteristiche 

effettive degli stati sovrani ed esista come nazione separata fin dal 1949: Taiwan ha in vigore una 

propria Costituzione, ha una propria capitale (Taipei), con un proprio governo che legifera sul 

territorio con leggi distinte e diverse da quelle cinesi, con proprie forze di polizia che non sono quelle 

cinesi, con proprie forze militari che non sono quelle cinesi, ed infine riscuote ed impiega 

autonomamente le tasse in una moneta coniata localmente e distinta da quella cinese (il dollaro 

taiwanese). Occorre riconoscere che la maggior parte delle nazioni mondiali non abbia mai 

riconosciuto Taiwan sulla carta, tuttavia è altrettanto vero che gli Stati Uniti d’America e i suoi alleati 

locali come Giappone e Sud Corea ne abbiano sempre sostenuto e difeso l’indipendenza negli ultimi 

77 anni.  

Le esercitazioni militari sono così frequenti e così spudorate, che ormai è possibile farsi un’idea di 

quato è prossima l’invasione, e anche di come avverrà: una prima fase di bombardamenti costieri 

ed droni distruggeranno le difese anti-aeree dell’isola, poi una seconda fase prevede 

bombardamenti aerei ed il blocco blocco navale dell’isola per impedire di far arrivare aiuti 

dall’esterno, azioni per le quale la Cina si è esercitata in modo massiccio anche il 29-30 dicembre 

2025 (Fonte): 

 

La terza fase sarà quella dell’invasione militare vera e propria, compiuta trasportando un numero 

molto alto di soldati tramite imbarcazioni di uso civile requisite per l’occasione, una strategia già 

utilizzata con successo durante la seconda guerra mondiale a Dunkirk. Le imbarcazioni civili hanno 

en.wikipedia.org/wiki/Justice_Mission_2025


infatti compiuto una strabiliante esercitazione proprio tra il 9 e il 12 gennaio 2026, di cui ovviamente 

in occidente s’è parlato molto poco, nella quale ben 1400 imbarcazioni civili sono state messe in 

formazione coordinata su due linee di 200 miglia nautiche (370 km) ciascuna. Curiosità: l’isola di 

Taiwan è lunga 398 km. 

La notizia è stata riportata dal New York Times, e ripresa da vari media orientali come il Taiwan Plus 

News:  

 

 

  

https://www.youtube.com/watch?v=AVh9GUo_I0k
https://www.youtube.com/watch?v=AVh9GUo_I0k


Abbiamo infine le forze speciali del PLA, che si esercitano in campi d’addestramento costruiti 

esattamente come le strade di Taipei che conducono al palazzo presidenziale (Fonte)  

 

  

 

Visti questi fatti, se e quando Trump e Xi dovessero mai concordare l’abbandono degli USA dalla 

difesa di Taiwan, sarebbe tutto già pronto e testato più volte da parte della Cina per l’invasione. 

 

 

L’ARGENTINA E LA CURIOSA SEQUENZA DI COINCIDENZE 

Passiamo ora ad analizzare una serie di coincidenze riguardanti i parchi nazionali della Patagonia, nel 

sud dell’Argentina. 

Il primo fatto da ricordare è che due anni fa il presidente argentino Milei ha abrogato la legge che 

proteggeva i parchi nazionali con il divieto di costruzione dopo un incendio. 

Come inciso va ricordato che lo scorso anno, quando le politiche economiche di Milei si sono rivelate 

un totale fallimento, e l’Argentina affrontava le elezioni di metà mandato, Donald Trump si è proposto 

di sostenere la nazione sudamericana non solo con i 20 miliardi di dollari che avevano richiesto, bensì 

con ben 40 miliardi di dollari ma condizionati unicamente al fatto che il partito di Milei vincessse le 

elezioni. Senza alcuna sorpresa, a seguito di questo atto di corruzione pubblica sotto la luce del sole, 

il partito di Milei ha vinto le elezioni sconfiggendo sia l’opposizione, che la consueta astensione degli 

argentini sfiduciati. 

Forte della riconferma politica, Milei ha successivamente emesso una legge di deregolamentazione 

dell’economia che consente tra le altre cose anche agli stranieri di acquistare terreni argentini.  

https://interestingengineering.com/military/china-builds-expansive-mini-taipei


Altro fatto peculiare, i risparmi statali si sono concentrati anche nel tagliare i fondi contro gli incendi 

del 70% rispetto al 2023 

E purtroppo è avvenuto proprio il peggio: il caso vuole che la Patagonia, il paradiso protetto della 

regione meridionale dell’Argentina abbia subito diversi incendi record nei primi giorni di gennaio 

2026: oltre 150 chilometri quadrati di territorio e foreste sono bruciati in pochi giorni, nel pieno della 

stagione turistica (Fonte: Le Monde). 

Questi territori sono ora accessibili a chiunque abbia il desiderio e le finanze per poterli acquisire, 

sottraendoli alla gestione e disponibilità pubblica. 

Altra fonte riepilogativa: Altrenotizie.org 

 

La coincidenza più incredibile è che questa sequenza di azioni legislative compiute dal presidente 

Milei sono in perfetta sintonia con il Piano Andinia, una teoria di complotto secondo la quale il 

sionismo avrebbe lo scopo di ricercare una seconda terra promessa per i sionisti oltre la Palestina, 

identificata nell'Argentina. 

Probabilmente non ha aiutato il fatto che all’incontro bilaterale del 19 giugno 2025 tra il leader 

argentino Javier Milei e il leader Benjamin Mileikowsky (il vero cognome di Netanyahu, prima che lo 

cambiasse), quest’ultimo sia stato fotografato proprio con una cartina della Patagonia sul tavolo 

delle trattative di fronte a lui.  

 

Anche perché il programma dell’incontro era proprio lo stabilire accordi bilaterali militari, di 

migrazione, e di cooperazione pensionistica (Fonte: Agendamalvinas.com.fr) 

 

Siamo fortunati che nel nostro paese è comunque permesso mettere in sequenza tutte queste 

coincidenze o spingersi pure a fare ilazioni. Viceversa, alla luce di tutta questa sequenza di 

coincidenze, in Argentina il presidente Milei sta ora richiedendo di innalzare le pene che puniscono 

l’hate speech ed in particolare l’antisemitismo a 9 anni di carcere.  

Paradossalmente, se questo fosse davvero un complotto, quella norma chiuderebbe proprio il giro. 

 

https://archive.is/20260115162441/https:/www.lemonde.fr/en/environment/article/2026/01/14/javier-milei-s-budget-cuts-criticized-after-patagonia-fires_6749395_114.html
https://altrenotizie.org/milei-e-la-svendita-della-patagonia/
https://it.wikipedia.org/wiki/Piano_Andinia
https://agendamalvinas.com.ar/en/noticia/patagonia-en-la-mira-el-mapa-el-acuerdo-y-las-preguntas-sin-responder-tras-la-reunion-netanyahu-milei
https://x.com/porqetendencias/status/2010472969840058766
https://x.com/porqetendencias/status/2010472969840058766


SUDDITANZA USA AD ISRAELE (CASO EPSTEIN) 

Riassumendo il caso Epstein in poche righe, si tratta del principale strumento di ricatto e controllo 

che il Mossad israeliano e la CIA statunitense hanno sulla politica e sull’economia del mondo 

occidentale. Si tratta di operazioni almeno trentennali di raccolta di dossier compromettenti di 

politici, imprenditori, membri della corona inglese, gente dello spettacolo e dell’informazione, 

spesso registrati in situazioni create a tale scopo proprio dagli stessi ricattatori, e così imbarazzanti 

che tali azioni venivano compiute lontano da occhi ed orecchie indiscrete nella cornice protetta 

dell’isola di Sant James di Jeffrey Epstein. E stiamo parlando di personalità di primo piano, come Bill 

Gates che poi ha dovuto divorziare dalla moglie, o del Principe Andrew d’Inghilterra al quale Re Carlo 

ha rimosso tutti i titoli nobiliari proprio in relazione alle sue frequentazioni con Epstein.  

E senza voler aprire il capitolo sul finto suicidio in carcere di Epstein, per compiere il quale è servita 

la pesante complicità istituzionale durante il primo mandato Trump, occorre ricordare che anche la 

massiccia documentazione fotografica e video usata per i conseguenti ricatti era ed è tuttora in mano 

all’FBI ed al referente politico dell’FBI che è il Dipartimento di Giustizia (DOJ); uno dei cavalli di 

battaglia della propaganda politica pre-elettorale di Donald Trump è stata proprio la promessa di 

rilasciare tutti i file dell’investigazione Epstein, che all’epoca si sosteneva avrebbero inguaiato solo i 

politici democratici avversi a Trump. In realtà in capo ad un anno non è stato rilasciato quasi nulla, 

ma ripercorriamo le tappe per sommi capi: con una prima farsesca sceneggiata a marzo 2025 il DOJ 

ha rilasciato dei raccoglitori di documenti privi di qualsivoglia dato interessante ad alcuni influencers 

del web di destra, ma come si è rapidamente scoperto essi erano pieni di censure, e completamente 

inutili ad identificare qualsiasi stupratore, o anche solo qualsiasi ignaro collaboratore che potrebbe 

raccontare chi erano i partecipanti ai festini agli inquirenti, o ancor peggio parlarne con i giornalisti. 

Ecco ad esempio la lista delle massaggiatrici dell’isola: 

 

  



E’ seguita una battaglia legale, mediatica, politica, con parecchie affermazioni altalenanti da parte di 

Trump e dei suoi incaricati, che è poi culminata a novembre 2025 con l’emanazione di una legge che 

obbligava il DOJ a rilasciare l’intero contenuto degli Epstein Files senza alcuna censura se non 

quella dei nomi delle vittime entro il 19 dicembre 2025, cosa che poi non è avvenuta: il rilascio di 

documenti è più corposo, ma comunque pesantemente censurato non solo per proteggere le 

vittime, ma anche per nascondere le identità degli stupratori altolocati e dei loro collaboratori. 

Ma cosa ancor più grave, anche in questo secondo rilascio il DOJ ha confermato che i 3GB di 

documenti rilasciati, rappresentano solo l’1% del totale, riconoscendo implicitamente che sta 

violando la legge da ben 37 giorni! 

 

 

  



Ma se il DOJ è imbarazzante, non lo è da meno l’FBI, il cui direttore Kash Patel è stato beccato a 

mentire sotto giuramento, quando di fronte alla commissione del Congresso ha raccontato che l’FBI 

non aveva prove che Jeffrey Epstein avesse trafficato minorenni a chicchessia, mentre una delle 

lettere rilasciate ha dimostrato poi il contrario: l’unità dei Crimini Contro i Bambini e il Traffico Umano 

stava investigando almeno su 10 complici: 

 

 

 

Link diretto a questa mail: Department Of Justice 

 

 

https://www.justice.gov/epstein/files/DataSet%208/EFTA00037362.pdf


Le menzogne sotto giuramento di Kash Patel:  

 

https://www.youtube.com/watch?v=06UmR3vjIgM 

 

SUDDITANZA USA AD ISRAELE (AIPAC) 

Ma perché chi difende la segretezza degli Epstein Files si è messo in questo vicolo cieco consentendo 

che la legge fosse approvata in primo luogo?  

Infatti c’è da ricordare che Israele controlla ampiamente tutta la politica statunitense tramite 

donazioni volontarie a parlamentari e senatori, che in tanti altri paesi compreso il nostro 

costituirebbero corruzione. Questa azione di lobbying viene svolta tramite l’AIPAC, l’associazione 

politica israeliana che assieme a Miriam Adelson ha donato 200 milioni di dollari per l’elezione di 

Donald Trump, e che in generale finanzia sia Democratici che Repubblicani: 

 

https://www.youtube.com/watch?v=06UmR3vjIgM
https://www.youtube.com/watch?v=06UmR3vjIgM


La risposta è che probabilmente far passare la legge era il male minore. 

Infatti il democratico Thomas Massie e la repubblicana Marjorie Taylor Greene (tra i pochi non 

finanziati da AIPAC) si erano presi l’impegno di leggere pubblicamente in sede protetta dalla 

Costituzione l’intero elenco degli stupratori pedofili desunta dai racconti delle vittime: se lo facessero 

le vittime stesse, sarebbero colpite da pesantissime cause per diffamazione, mentre i parlamentari 

possono dire quello che gli pare, in audizione al Congresso. 

Inoltre c’era anche un’altra strada facile per scoprire chi aveva pagato Epstein per i vari incontri nelle 

sue case e nella sua isola: gli investigatori del Ministero del Tesoro hanno pubblicamente esposto 

che sono stati registrati 4725 bonifici per un totale di 1100 milioni di dollari da e per uno dei conti 

corrente privati di Jeffrey Epstein. Basterebbe quindi analizzare ciascun ordinante di quei pagamenti 

in entrata per trovare i colpevoli degli stupri, o il beneficiario dei pagamenti in uscita per trovare le 

agenzie e le strutture che legalmente o illegalmente procuravano le vittime. 

 

 

https://www.youtube.com/watch?v=cA0Gcx_7VaY 

 

Attendendo la legge e affrontando la vergogna nelle mancate pubblicazioni, il Sistema per ora ha scelto 
la via del male minore. 

 

 

  

https://www.youtube.com/watch?v=cA0Gcx_7VaY
https://www.youtube.com/watch?v=cA0Gcx_7VaY


IL CASO ALMASRI STATUNITENSE  

Concludiamo con un evento clamoroso che è stato completamente insabbiato, in quanto dimostra 

la totale sudditanza USA al mondo sionista. 

Ricordate l’imbarazzante scandalo Almasri qui in Italia? La Corte Penale Internazionale ha emesso 

un ordine di cattura per il capo torturatore libico, che si trovava proprio in Italia in quel momento. 

La nostra magistratura si è mossa rapidamente arrivando all’arresto, però appena ricevuta la notizia 

i nostri politici hanno deciso autonomamente (ed illegalmente) di liberare Almasri, impacchettarlo 

su un volo di stato italiano, e portarlo in fretta e furia in Libia dove sarebbe stato nuovamente 

intoccabile. 

Torniamo allora ad agosto 2025 e spostiamoci a Las Vegas, dove la polizia locale organizza una “sting 

operation”, cioè un’esca dove un agente si finge una bambina di 15 anni e va online per vedere se 

viene adescata da qualche pedofilo. Il che è proprio quello che avviene, e quando i vari uomini si 

recano sul posto dell’appuntamento, scatta la retata nella quale vengono arrestati 8 adulti. 

Per 7 c’è il normale processo, ma per l’ottavo no. L’ottavo è Tom Artiom Alexandrovich, 38 anni, 

Capo Divisione della Direzione Nazionale Israeliana per la Sicurezza Informatica, era a Las Vegas 

per partecipare ad una fiera sulla sicurezza informatica: per lui il giudice di stato ha disposto una 

cauzione da 10.000 $, poi NON ha disposto il ritiro del passaporto, nonostante il grave reato di cui 

era accusato e platealmente colpevole... e quindi Tom Alexandrovich il giorno seguente ha pagato la 

sua cauzione e ha preso un volo di linea per tornare serenamente in Israele prima del processo vero 

e proprio. 

 

 

E anche qui, coincidenza su coincidenza, i malpensanti sottolineano che il capo del giudice di stato 

che ha liberato l’imputato israeliano, è il Procuratore Generale del Nevada Sigal Chattah, che è a sua 



volta ebrea: di recentissima nomina e voluta dall’amministrazione Trump a dispetto delle critiche: 

pensate infatti che la nomina della Chattah a quel prestigioso e potente ufficio era stata contestata 

apertamente da ben 116 giudici che hanno scritto una lettera aperta, firmandosi con nome e 

cognome, per spiegare le ragioni con le quali contestavano la nomina considerando Sigal Chattah 

totalmente inadatta. Ma dopotutto... il parere dei molti conta solo in democrazia. 

 

 

 

  



PARTE 3 

 

La terza parte si concentrerà sul tema dell’impossibilità da parte del privato cittadino che vive nel 

2026 di tutelare la riservatezza della propria vita privata dal sempre più pervasivo controllo statale 

presente in ogni ambito. I metadati riguardanti chi siamo, cosa compriamo, dove ci spostiamo, con 

chi comunichiamo e cosa diciamo pubblicamente e anche privatamente sono di un valore 

inestimabile, e per la prima volta nella storia i sistemi informatici centralizzati consentono raccolta e 

analisi massiva di tutte queste informazioni, catturando il cittadino in una vera e propria ragnatela 

dalla quale non c’è attualmente alcuna difesa. 

 

Partiamo con l’ennesimo esempio della consueta “anomalia italiana”... 

 

LA SICUREZZA INFORMATICA NELL’ITALIA “SOVRANISTA” 

Per descrivere la pietosa situazione della Sicurezza Informatica nel nostro paese, non è necessario 

costruire teoremi o fare dietrologia: basta riepilogare i fatti certi: 

1) La principale privatizzazione autorizzata dall’attuale governo (sedicente sovranista) è stata la 

cessione all’estero dell’intera dorsale dati in fibra ottica del Gruppo Telecom, nonostante 

quest’ultima fosse giudicata strategica per la sicurezza nazionale. L’acquirente è il fondo 

d’investimento KKR, che ha versato 18,8 miliardi di euro, ed è gestito dal capo del gruppo di analisi 

David Petraeus, Generale dell’esercito statunitense ed ex Direttore della CIA. (Fonte: l’Indipendente) 

2) Sempre su decisione dall’attuale governo 

(sedicente sovranista), la Sicurezza 

Informatica del belpaese è stata prima 

appaltata, e poi assegnata, ad Israele; e sono 

passate completamente sotto traccia le 

dimissioni di Roberto Baldoni, il direttore 

dell’Acn (Agenzia Cybersicurezza Nazionale) 

che aveva creato da zero la prima realtà di 

cybersecurity del ministero dell’Interno, 

contribuendo a stenderne la Strategia 2022-

2026 in un’ottica evidentemente conservativa, 

dimissioni avvenute in seguito al primo 

appalto concesso ad Israele nel marzo 2023. Ed 

il DDL sulla cybersecurity, approvato in via 

definita nel giugno 2024, dopo una prima 

versione che circoscriveva per l’Italia l’utilizzo 

di tecnologie esclusivamente UE o NATO, ha 

poi certificato l’utilizzo anche di tecnologie 

israeliane.  

(Per approfondimenti: LaFionda.org)  

https://www.lindipendente.online/2024/07/04/tim-cede-la-propria-rete-giudicata-strategica-per-la-sicurezza-al-fondo-statunitense-kkr/
https://www.lafionda.org/2025/05/23/litalia-sovranista-serva-di-netanyahu/


3) Una recente inchiesta di Report ha svelato come 40.000 personal computer di magistrati italiani 

erano sotto controllo con il componente Microsoft ECM che permetteva di accedere all’intero 

contenuto del pc nonché installare ulteriori software, entrambe le cose senza avvisare, chiedere il 

consenso, o mostrare alcuna attività anomala all’utilizzatore del pc stesso. In una recente intervista, 

Ranucci di Report ha rivelato che la cosa più peculiare è stata che quando la cosa si è saputa il tool 

software è stato disattivato, ma poi un tecnico che ha sotto controllo la gestione della dotazione 

informatica dell’Italia nord-occidentale ha imposto la riattivazione dello stesso menzionando ordini 

che arrivavano direttamente dalla Presidenza del Consiglio. I dettagli relativi alle intrusioni, a quali e 

quanti tecnici hanno avuto accesso diretto ai pc dei magistrati, quali e quanti dati sono stati copiati... 

è coperto da segreto. (Video) 

4) Nel dicembre 2024 la trasmissione Report aveva anche mandato in onda l’audio di una 

conversazione privata tra l’ex ministro della Cultura Gennaro Sangiuliano e sua moglie, la giornalista 

Federica Corsini, nel contesto dello scandalo legato alla figura di Maria Rosaria Boccia e ad un 

cosiddetto “contratto fantasma” con il ministero della Cultura. Questo ha fatto sì che il Garante 

Privacy irrogasse una multa di 150.000 euro a Report, ma ciò ha fatto emergere il relativo caso di 

conflitto di interessi che riguarda proprio un membro del Collegio del Garante per la Privacy 

(Agostino Ghiglia, ex Fratelli d’Italia) che è stato ripreso mentre entra nella sede romana di Fratelli 

d’Italia proprio il giorno prima che il Garante della Privacy decidesse di comminare una multa a 

Report. A cascata, questo ha causato un’inchiesta sull’intero Collegio del Garante Privacy, che ha 

rilevato così tante anomalie nella gestione e nelle spese, che la Procura di Roma ha aperto 

un’inchiesta penale per l’intero Collegio (comitato direttivo) del Garante Privacy per i reati di 

Peculato e Corruzione. (Fonte: Agenzia DIRE) 

5) Nel 2025 è emerso che il Governo italiano ha attivato un contratto per ottenere uno spyware 

militare (Graphite di Paragon) che è stato usato per spiare telefoni di giornalisti ed attivisti italiani, 
tra cui il direttore di Fanpage ed il fondatore dell’ONG Mediterranea Saving Humans. (Reuters) 

La situazione è delicatissima in quanto con il software Graphite è possibile anche caricare malware 

sul cellulare o ancor peggio, caricare foto e documenti, all’insaputa dell’utente. Consiglio fortemente 

la visione di questo fondamentale video di 2 minuti e 20 secondi: 

 

https://www.youtube.com/watch?v=pyYQXc_o920 

https://www.instagram.com/p/DUDGM3bCBtf/
https://www.dire.it/16-01-2026/1209151-garante-privacy-bufera-indagati-tutti-vertici-parrucchiera-macellaio-viaggi-spese-pazze-contestate/
https://www.reuters.com/technology/cybersecurity/italian-government-denies-paragon-has-cut-spyware-contract-2025-02-12/
https://www.youtube.com/watch?v=pyYQXc_o920
https://www.youtube.com/watch?v=pyYQXc_o920


A dispetto di queste inquietanti possibilità, restiamo nei fatti certi: infrastrutture tecnologiche di 

primaria importanza cedute all’estero; magistrati spiati, giornalisti spiati, attivisti spiati, Garante 

Privacy sotto inchiesta per corruzione.  

E in un contesto del genere, il cittadino comune come può pensare di poter tutelare la propria vita 

privata? 

 

LA SOCIETA’ DEL CONTROLLO: IL PANOPTICON 

Evidentemente la tutela della privacy del comune cittadino non è proprio una priorità, anzi ci sono 

fortissime indicazioni che l’obiettivo sia proprio l’opposto. Lo rivela candidamente uno dei tanti 

intoccabili del mondo: Larry Ellison di Oracle: “i cittadini faranno i bravi sapendo di essere spiati 

costantemente” 

 

https://www.youtube.com/shorts/K92qCYgXsdY 

 

E’ un’idea che viene dal passato, e che finora è potuta essere applicata solo nelle carceri: il 

Panopticon. Si costruisce un carcere circolare a più anelli uno sopra l’altro, con numerosissime celle 

dove vivono i carcerati, ed una singola torre centrale all'interno della quale stazionerebbe un numero 

esiguo di carcerieri. Le celle dei prigionieri, con ampi spazi e grate nella parete interna, sarebbero 

costantemente visibili dalla torre di guardia, mentre viceversa nessuno dei carcerati potrebbe capire 

se le guardie lo stanno guardando oppure no. Questa struttura realizza una pesante pressione 

psicologica perché i carcerati sapendo di poter esser osservati in qualsiasi momento, e terrorizzati 

dalle punizioni, avrebbero assunto comportamenti disciplinati e mantenuto l'ordine in modo quasi 

automatico. 

https://www.youtube.com/shorts/K92qCYgXsdY
https://www.youtube.com/shorts/K92qCYgXsdY


(Il carcere di Santo Stefano di Ventotene) 

 

La Società del Controllo fa quindi due cose: realizza il sogno dei dittatori (il popolo si limita da solo) 

e ribalta lo Stato di Diritto: non siamo più innocenti fino a prova contraria, ma viceversa lo Stato si 

arroga il diritto di spiarci costantemente in quanto siamo tutti potenziali criminali. 

E’ in fin dei conti il colossale salto di qualità che è stato attivato nel periodo Covid, dove occorreva 

presentare il certificato di vaccinazione o il tampone recente, perché altrimenti si veniva considerati 

potenziali untori: non siamo ancora tornati alla normalità pre-covid, semplicemente il trucco si è 

spostato altrove. 

 

ISRAELE LEADER MONDIALE DI CYBERSICUREZZA 

Come ha avuto modo di dire Benjamin Netanyahu all’indomani dell’attacco terroristico compiuto 

dallo stato ebraico contro il Libano con i cercapersone esplosivi, “se avete un cellulare, avete un po’ 

di tecnologia israeliana con voi”. In quel caso gli agenti del Mossad aveva infatti costituito un’intera 

azienda di copertura che si occupava di intercettare i pacchi di cercapersone in transito, installargli 

cariche esplosive, rimontarli, e poi spedirli ai loro destinatari in Libano nella speranza che la maggior 

parte di essi finisse realmente in possesso di miliziani di Hezbollah. I numerosi morti (39) e feriti o 

mutilati (3400) tra comuni civili hanno poi dimostrato che queste esplosioni indiscriminate hanno 



colpito anche chi si trovava nei pressi per qualsiasi motivo, quando l’SMS di attivazione è stato 

rilasciato... ma questo è un altro discorso. 

 

SPYWARE IRREMOVIBILIE NEI SAMSUNG GALAXY 

Quello che è attinente al tema della sorveglianza è che la strategia di infiltrazione nella filiera 

produttiva è stato utilizzato anche per tutti i cellulari Samsung Galaxy dell’area “asia occidentale e 

nord africa”, per i quali si è scoperto uno spyware israeliano, preinstallato e irremovibile, che può 

installare altre app a sua volta, tracciare i movimenti dell’utente, e rubare tutti i suoi dati compresi i 

dati biometrici quali l’impronta digitale! (Fonte) 

 

WHERE’S DADDY? 

Anche senza accorgimenti aggiuntivi, è possibile fare ingenti danni anche solo con il dato di 

posizionamento fornito da un cellulare acceso. E’ il caso del sistema Where’s daddy? (“dov’è 

paparino”) che è un sistema di monitoraggio supportato da IA che identifica potenziali bersagli, li 

segue negli spostamenti, attende che siano nei pressi delle rispettive famiglie, e poi segnala luce 

verde per l’eliminazione dell’intero gruppo famigliare con bombe a caduta libera, non 

particolarmente tecnologiche e quindi non particolarmente costose (questa la giustificazione 

ufficiale!). Le vittime collaterali risulteranno essere tra le 15 e le 20 per ogni miliziano “di piccola 

taglia”, e circa 100 per ogni “alto funzionario di Hamas” (Fonte) 

 

LAVENDER: LE KILL-LIST COMPILATE DA UNA I.A. 

Il software Where’s Daddy è comunque parte di un sistema più ampio chiamato Lavender, che utilizza 

anche le registrazioni audio delle chiamate, i dati dei video e delle foto trasmessi sui sistemi di 

messaggistica e postati sui social, per ottenere informazioni ancora più accurate: l’intelligenza 

artificiale Lavender compila poi autonomamente una lista di “terroristi da eliminare” (Kill-List) e la 

fornisce al Mossad e all’IDF. Le vittime eliminate su indicazione della I.A. si stimano in 37.000 . 

Lo scandalo scaturito dopo che 

l’emittente +972 Magazine ha reso 

pubblica la sua inchiesta su questi 

software ha fatto sì che la stessa 

Microsoft rescindesse i propri 

contratti con il Mossad, visto che i 

massicci file audio delle telefonate 

registrate venivano salvati proprio sui 

server di Microsoft Azure. 

Il report di +972 Magazine: link 

Riepilogo di entrambi i sistemi: link 

 

protectstar.com/it/blog/appcloud-aura-how-invasive-bloatware-spies-on-samsung-users-in-wana
https://www.yahoo.com/news/israels-wheres-daddy-ai-system-093311866.html
https://www.972mag.com/lavender-ai-israeli-army-gaza/
https://www.huffingtonpost.it/esteri/2024/08/07/news/israele_utilizzo_tecnologia_a_gaza-16652780/


SPIONAGGIO PER VOI, MA NON PER NOI 

Viceversa, ben consci di tutti i problemi legati alle funzioni dei cellulari, durante il genocidio di Gaza, 

Israele ha sospeso l’invio massivo dei dati di posizione sia al navigatore Google Maps che al 

concorrente Waze, per non evidenziare la posizione di basi ed installazioni militari. Anche in questo 

caso i gestori sono stati zelanti nel collaborare pedissequamente con le richieste del regime che 

occupa la Palestina. (Fonte: Il Fatto Quotidiano) 

 

UNIONE EUROPEA E CHAT CONTROL 

Sempre sul tema del doppiopesismo, va ricordata anche la norma Chat Control secondo la quale le 

autorità dell’Unione Europea acquisiscono il diritto legale di leggere le conversazioni personali di 

qualsiasi utente che utilizzi software di comunicazione (Whatsapp, Telegram, Signal) potenzialmente 

applicando il trasferimento dati dal cellulare verso i server ministeriali prima che si inneschi la 

crittografia di tali software. 

La giustificazione di tale spionaggio massivo indiscriminato è la sempreverde lotta alla pedofilia, 

dove nuovamente lo stratagemma di potere è di considerare ciascun cittadino come potenziale 

criminale, e solo se si dimostra innocente lo è veramente. 

Ed emerge subito il solito problema: se anche questo fosse vero, perché allora non prevedere TOTALE 

trasparenza? Il testo ufficiale integrale della proposta (COM(2022) 209) specifica che il regolamento 

non si applica agli “account professionali governativi che utilizzano servizi o parti dei servizi per scopi 

di sicurezza nazionale, mantenimento dell’ordine o scopi militari.” In altre parole, le comunicazioni 

usate dalle autorità statali e politiche sono escluse, mentre vengono invece incluse quelle dei 

cittadini. (Fonte) 

Non a caso stiamo parlando della struttura sovranazionale che ha contrattato l’acquisto di miliardi di 

dosi di vaccino via SMS che tutt’ora non possiamo leggere perché coperti da segreto... 

 

SALT TYPHOON: UK SPIATA DALLA CINA PER 4 ANNI 

Il capolavoro dell’autolesionismo arriva dal Regno Unito: il 26 gennaio 2026 il Telegraph ha rivelato 

che degli hacker cinesi sono penetrati nel cuore di Downing Street, compromettendo le 

comunicazioni mobili di alti funzionari delle amministrazioni Johnson, Truss e Sunak per ben 4 anni. 

La storia è stata sepolta a pagina sette, trattata come una curiosità tecnologica. In realtà, si è trattato 

di un evento che ha messo a repentaglio la solidità dell'alleanza di intelligence occidentale, non 

perché i telefoni fossero stati hackerati, cosa che accade, ma per come erano stati hackerati: 

utilizzando proprio la stessa infrastruttura di sorveglianza che i governi occidentali avevano imposto 

alle proprie agenzie telefoniche. Il Communications Assistance for Law Enforcement Act negli Stati 

Uniti e l'Investigatory Powers Act nel Regno Unito impongono agli operatori di telecomunicazioni di 

installare backdoor nelle loro reti per le intercettazioni telefoniche ordinate dal tribunale. Gli hacker 

statali cinesi hanno trovato quelle backdoor, e le hanno violate. 

Il valore dell'intelligence raccolta è quasi impossibile da sopravvalutare: per circa quattro anni, gli 

operatori collegati all'ufficio di Chengdu del MSS hanno avuto la possibilità di vedere non solo chi 

https://www.ilfattoquotidiano.it/2023/10/24/oscurati-i-dati-sul-traffico-in-tempo-reale-di-israele-e-gaza-google-maps-waze-e-apple-accolgono-la-richiesta-dellidf/7332821/
https://cyprus-mail.com/2025/08/31/eu-wide-law-proposal-fraught-with-dangers


chiamavano i funzionari britannici, ma anche chi stava indagando l'FBI, quali agenti cinesi erano sotto 

sorveglianza, cosa sapevano gli Stati Uniti delle attività di Pechino e quando il controspionaggio si 

stava avvicinando. Potevano geolocalizzare milioni di persone. Potevano registrare telefonate a 

piacimento. (Fonte) 

Quindi non solo informazioni tempestive e di prima mano, ma una nutrita raccolta di segreti utili per 

i ricatti. Ad esempio, i succitati SMS di Ursula sui vaccini che noi non possiamo leggerli, in Cina li 

hanno! 

 

E per chiudere il ragionamento: noi gli hacker esteri li abbiamo invitati direttamente!! 

 

RIEPILOGO 

Tutte queste informazioni risultano di stile “nozionistico” perché francamente possiamo farci molto 

poco per difenderci, e possono quindi lasciare nello sconforto. Il meglio che possiamo fare, tuttavia, 

è quello di conoscere la vulnerabilità insita nel mondo odierno per quanto riguarda la privacy, 

tenendo a mente questa piattaforma di conoscenze di base, che nel 2026 emergono sempre più 

limpidamente, ma che in realtà gli addetti ai lavori conoscevano già da diversi anni prima: 

 

VAULT 7 

Quali altre minacce fondamentali sono state rivelate e non sono state interiorizzate dalla 

popolazione? Tutte quelle rivelate nel leak massivo chiamato Vault7 di Wikileaks del 2017, che ha 

evidenziato come: 

1) La CIA usa malware come arma standard. La CIA disponeva di un arsenale paragonabile a quello 

di una grande potenza militare digitale: virus, trojan, backdoor e exploit zero-day, usati 

sistematicamente per operazioni di intelligence. Possiamo quindi dire lo stesso per ciascun principale 

attore di controspionaggio mondiale, ora che sono trascorsi 10 anni. 

2) Ogni dispositivo mobile è compromesso alla nascita. Gli smartphone Android, iPhone, e ogni 

altra marca principale ha delle backdoor che permettono agli investigatori di leggere i messaggi e la 

lista dei contatti, attivare microfono e fotocamera, tracciare posizione GPS. Tracciare la posizione del 

cellulare è invece insito proprio nel funzionamento dei cellulari stessi, ed è una vulnerabilità 

precedente anche all’introduzione degli smartphone. 

3) Ogni sistema operativo è compromesso alla nascita. Ci sono leggi ed accordi secondo le quali i 

produttori Windows, MacOS ma anche Linux non possono rilasciare i loro sistemi operativi se non 

concordano di inserire apposite vulnerabilità, rendendole “insicure per default”. 

4) Smart TV e altri dispositivi possono essere usati come microfoni. Anche le Smart TV possono 

essere attivate in modalità silente per intercettare conversazioni private tramite il loro microfono. 

5) Le centraline delle auto possono essere hackerate. Quindi è possibile per la CIA fin dal 2017 

controllare veicoli moderni per operazioni di sorveglianza e potenzialmente assassinio, attivando 

frenata assistita, sterzo elettrico, e l’acceleratore drive-by-wire.  

https://shanakaanslemperera.substack.com/p/the-inverted-panopticon


Tutta questa serie di argomenti viene accuratamente tenuta al di fuori del dibattito sociale e politico 

comune, ed invece dovrebbe essere di primaria importanza ottenere leggi, rassicurazioni, e 

potenziali verifiche su questi strumenti in modo che essi non possano essere utilizzati con piena 

discrezionalità, e anzi i cittadini consapevoli dovrebbero arrivare ad imporre che le pratiche più 

nefaste, come nel caso delle vulnerabilità appositamente programmate negli apparati elettronici, 

siano rese illegali. 

 

PARTE 4 

 

LA SOCIETA’ DEL CONTROLLO: LA CENSURA 

Riguardo all’informazione tradizionale, il 2026 porta poche novità: la censura viene applicata alla 

luce del sole, e se la Russia censura YouTube, e la Cina oscura la maggior parte dei siti esteri, è 

altrettanto vero che la democraticissima Unione Europea mantiene tuttora irraggiungibili i quotidiani 

Russia Today e Sputnik News: il modo migliore per aver ragione, è di essere gli unici che possono 

parlare. Ma la parzialità dei media tradizionali è oramai noiosamente assodata. 

 

I SOCIAL NETWORK 

Più interessante è invece la situazione dei social network, dove l’informazione 2.0 consente a 

ciascuno di noi sia di fruire ma anche di produrre contenuti informativi, o anche solo di ripubblicare 

documenti e video altrui ritenuti utili o interessanti: è qui che si gioca la partita del futuro. 

Le grandi società di telecomunicazioni continuano però a vivere in un limbo legislativo che consente 

loro di applicare moderne soluzioni di censura a dispetto delle tutele di libertà di espressione delle 

varie Costituzioni nazionali: in Italia ad esempio 

l’Art 21 della Costituzione protegge la libertà di 

espressione e specifica che la censura è 

applicabile unicamente dietro indicazione 

dell’autorità giudiziaria, mentre sono 

innumerevoli i casi anche recenti nei quali i post 

ed i video che contenevano informazioni 

scomode per la narrativa ufficiale: i casi più noti 

riguardano certamente il periodo covid durante 

il quale furono censurate anche le parole del 

premio Nobel per la medicina Luc Montagnier, 

ma anche più di recente gli articoli del Premio 

Pulitzer Seymour Hersh che spiegava che dietro 

al sabotaggio del Nordstream ci sono i militari 

della NATO, è stato fortemente censurato da 

inappellabili tribunali privati, che agiscono 

arbitrariamente e non sono soggetti a specifica 

legislazione o verifica giudiziaria. 



FACEBOOK 

Nel caso di Facebook il tribunale privato inappellabile ed extragiudiziario si chiama “Fact-Checkers”, 

e il loro uso (abuso) era diventato così esteso che lo scorso anno lo stesso Mark Zuckenberg si era 

scusato pubblicamente, dichiarando l’addio al loro strapotere sulla piattaforma… (video) 

 

...che è durato quanto il proverbiale “gatto in autostrada”: è bastato infatti che il Professor Barbero 

si sia espresso pubblicamente su Facebook con un’analisi riguardo le ragioni del No al referendum 

sulla separazione delle carriere dei magistrati, che il gruppo di fact-checking Open, nella persona di 

David Puente, si arrogasse il diritto unilaterale di oscurare tale video da Facebook! 

 

 

Articolo: Il Fatto Quotidiano 

 

Solo l’indignazione popolare ha consentito di ripristinare la visibilità di tale video, dopo qualche 

giorno, ma l’evento è comunque significativo in quanto non possiamo avere tutti l’autorevolezza o 

un pubblico di sostenitori quale ha il Professor Barbero... e nemmeno dovrebbe essere necessario 

averlo, pur di poter dire liberamente la propria opinione. 

https://www.instagram.com/reels/DEiOAzwCvKp/
https://www.ilfattoquotidiano.it/2026/01/24/referendum-nordio-barbero-censura-meta-news/8267179/


META POLICY CHIEF 

Abbiamo poi questa persona, totalmente scollegata dalla realtà, che vuota il sacco in diretta: Jordana 

Cutler, che di mestiere è nientemeno che la “Zionist Strategist & Meta Policy Chief”, che va in 

conferenza stampa ad ammettere candidamente che “siccome alcuni utenti scrivevano che i sionisti 

controllano il mondo della comunicazione... noi li abbiamo bannati tutti” (Video) 

 

Pubblicare determinati contenuti su Facebook, pur avendo fatti e fonti da mostrare, è quindi tuttora 

difficile, se non rischioso per il proprio account e per tutto quanto d’altro si è pubblicato.  

 

TWITTER / X 

Anche per analizzare la situazione 2026 di Twitter occorre riepilogare brevemente quanto accaduto 

negli scorsi anni. A metà 2023, all’apertura della campagna elettorale per le presidenziali USA il 

candidato Donald Trump era a sua volta bannato da tutti i social network, e si trovava in evidente 

svantaggio nella comunicazione online. A quel punto è emerso Elon Musk, colui che è stato visto 

come il paladino della libertà di espressione, che ha comprato Twitter (ora chiamato X) pur di poter 

riammettere Trump alla comunicazione senza filtri arbitrari. 

Il dubbio che però Elon Musk sia solo un lupo travestito da agnello si è concretizzato in 3 fasi: 

innanzitutto la nomina del nuovo CEO di X, Linda Yaccarino: l’incarico precedente della Yaccarino era 

quello di presidente della ‘Task-force  sul Futuro del Lavoro’ del World Economic Forum; grande 

esperta di marketing e di propaganda, dal 2014 era membro di Ad Council, onlus statunitense che 

distribuisce e promuove annunci di servizio pubblico per conto di vari sponsor, comprese 

organizzazioni senza scopo di lucro, organizzazioni non governative e agenzie del governo degli Stati 

Uniti, divenendone presidente del consiglio di amministrazione nel 2021. Proprio in questa veste ha 

lavorato nello sviluppo della campagna pubblicitaria a favore della vaccinazione contro SARS-CoV-

2, che coinvolgeva anche Papa Francesco. (Fonte con approfondimento: Business Insider) 

 

Non proprio un buon inizio, per chi sperava in un social network di libera informazione.  

https://x.com/NoahsArk1000/status/2015545219631169571
https://www.businessinsider.com/elon-musk-linda-yaccarino-new-twitter-ceo-world-economic-forum-2023-5


Punto secondo, il cambio dell’algoritmo: dopo essere stato usato per distribuire in lungo e in largo 

le informazioni riguardanti le magagne dell’amministrazione Biden, che altrove non si trovavano, non 

appena Donald Trump è stato eletto, il 4 gennaio 2025 Elon Musk ha deciso un importante cambio 

dell’algoritmo di X che regola la visibilità dei post: ciascun utente sarà sempre libero di scrivere quello 

che vuole... semplicemente l’algoritmo che popola i feed degli utenti sfavorirà in visibilità i 

contenuti di critica, e favorirà in visibilità i post che promuovono le notizie di intrattenimento! 

 

 

Fonte: Post di Elon Musk 

 

  

https://x.com/i/trending/1875436742276477422


Abbiamo infine il consueto giro di vite sui post che criticano il genocidio compiuto da Israele, 

mascherato da “lotta all’antisemitismo”, con risultati peraltro imbarazzanti per gli stessi che hanno 

imposto questi ridicoli automatismi: 

 

L’algoritmo non solo blocca alla fonte i post che reputa offensivi per la reputazione di Israele, ma a 

gennaio 2026 si è scoperto che esiste un punteggio collegato a ciascun utente, che limita o aumenta 

la visibilità dei post di quell’utente, basato specificatamente su quanto l’utente ha supportato o 

criticato Israele! Utenti critici come Candace Owens o Stew Peters si trovano quindi con una visibilità 

ridotta del 90%, mentre viceversa utenti come Ben Shapiro ottengono una visibilità artificiosamente 

amplificata a dispetto di quanti utenti effettivamente interagiscano o mettano il like ai suoi post. 

(Fonte: Vice.com) 

 

https://www.vice.com/en/article/has-grok-been-tricked-into-revealing-what-it-really-thinks-of-your-x-account/


TIKTOK 

C’è infine il caso di TikTok, il terzo social network per diffusione con 2 miliardi di utenti. Lungamente 

criticato dal Presidente Trump in quanto potenziale veicolo di spionaggio e di propaganda cinese 

negli Stati Uniti, ora è stato finalmente venduto all’investitore americano Larry Ellison di Oracle. 

Larry Ellison è il principale finanziatore privato della IDF, l’esercito israeliano, al mondo; credo sia 

superfluo aggiungere altro. 

 

       

 

CINA CENSURA (ULTERIORMENTE) LE VOCI SCOMODE 

La Cina, con il suo sistema chiuso, ha invece scelto la via normativa per ammutolire le fonti 

dell’informazione, invece che limitare i riceventi: dallo scorso 25 ottobre 2025 è entrata in vigore 

un’elegante legge bavaglio che proibisce a ciascun  influencer di parlare di salute, diritti, 

educazione, finanza a meno che non abbia la corrispondente laurea. In questo modo, ad esempio, 

un Massimo Mazzucco cinese non avrebbe potuto pubblicare i video per illustrare le cure covid 

alternative ai vaccini, in quanto non laureato in medicina; non potrebbe parlare di diritti civili senza 

avere la laurea in legge, né mettere in guardia contro le monete digitali senza essere laureato in 

economia e commercio. E chi potrebbe avere (e poi mantenere attive!) tutta questa serie di lauree? 

(Fonte) 

  

https://www.ferpi.it/news/la-cina-obbliga-gli-influencer-ad-avere-una-laurea-ma-la-vera-domanda-riguarda-tutti-noi


CENSURA E MANIPOLAZIONE NELLE INTELLIGENZE ARTIFICIALI 

Passiamo ora alle Intelligenze Artificiali: come concetto, sono “una Wikipedia che ce l’ha fatta”; le IA 

sono infatti già state in grado di vincere il cuore e la mente dei nostri ragazzi in quanto gli evitano la 

fatica e l'impegno di dover fare i compiti, e quindi di dover ragionare. Il tentativo di produrre una 

fonte di informazioni di cui la gente si potesse fidare, ma controllata negli argomenti più delicati, era 

già stato tentato con “Wikipedia, l’enciclopedia libera... di mentire”: viene fornita gratuitamente 

un’ampia disponibilità di contenuti, corretti quando non controversi; invece per gli argomenti 

controversi viene riportata la sola versione ufficiale, anche se dimostrabilmente errata, e in quelle 

pagine è preclusa la possibilità di correggere perché queste ultime sono bloccate dagli 

amministratori di Wikipedia stessa. 

La cosa interessante è che le IA sono una molteplicità, e quindi è possibile mostrare come ciascuna 

di esse sia censurata o manipolatoria a seconda della nazione o della società che ne cura la 

realizzazione, mentre la medesima domanda fatta ad una diversa IA ottiene risposte sincere o 

comunque più oneste. 

 

GEMINI (GOOGLE, STATI UNITI) 

La non neutralità della Intelligenza Artificiale di Google è emersa in modo particolarmente divertente 

nel periodo della presidenza Biden, dove vigeva l’ideologia Woke che cercava di indottrinare alla 

diversità anche in ambiti dove essa era sicuramente assente. E’ celebre il caso della sottoprocedura 

Nano Banana, che si occupa di creazione immagini da prompt di testo, quando le si chiedeva di 

realizzare immagini di soldati tedeschi della seconda guerra mondiale: 

 



Cambiato il Presidente, che non è più Woke, tale anomalia è stata poi corretta... introducendo altri 

bias arbitrari nella programmazione della IA: se si chiede di realizzare un fumetto per un evento nel 

quale gli Stati Uniti hanno incassato una vittoria, non c’è alcun problema; ma se si chiede un fumetto 

per un evento scomodo, improvvisamente Gemini “non può realizzare immagini di questo genere” 

 

 

  



CHATGPT (OPEN IA, STATI UNITI) 

ChatGPT ha invece tuttora un dimostrabilissimo bias contro le “teorie di complotto”: se ne può 

parlare, ma a patto di criticarle o di schernire chi le diffonde. 

 

 

DEEPSEEK (CINA) 

Deepseek è l’intelligenza artificiale cinese, che si dice essere decine di volte più efficace delle loro 

controparti occidentali. Su questa IA consiglio di provare direttamente, all’indirizzo 

https://chat.deepseek.com/ in quanto Deepseek per le domande scomode per il regime cinese 

prima risponde correttamente, poi nell’arco di 5 secondi compare un secondo software “spazzino” 

che letteralmente cancella la risposta dallo schermo e informa l’utente che Deepseek non è nato per 

dare questo genere di risposte. 

Un paio di domande scomode sono: 

- Cosa è successo in Piazza Tienanmen il 4 giugno 1989? (l’omonima strage di manifestanti) 

- Chi sono i premi Nobel cinesi? (ce n’è uno che è celebre per aver criticato il Partito) 

Provateci perché è esilarante. 

 

 

 

https://chat.deepseek.com/


ALICE (YANDEX, RUSSIA) 

La meno nota IA russa ALICE invece ha programmato in sé stessa uno strato di furbizia: se gli vengono 

fatte domande scomode come “chi ha causato la strage di Bucha” in lingua straniera, non viene data 

la risposta. Se viceversa la stessa identica domanda viene fatta in russo, viene ribadita la versione 

ufficiale russa. Anche questo accorgimento per fingere la non parzialità dello strumento è stato 

scoperto in pochissimo tempo: (Video-Inchiesta di Euronews) 

 

CONCLUSIONI 

Spero di aver bilanciato la necessità di mostrare un nutrito numero di esempi con l’opportunità di 

non appesantire eccessivamente la lettura. Sebbene sia un po’ avvilente dover subire alcune 

imposizioni dall’alto per la maggior parte degli argomenti trattati, almeno nel caso delle Intelligenze 

Artificiali abbiamo ancora una sorta di pluralità di informazione, e quindi possiamo difenderci dalla 

propaganda più accanita proponendo la medesima domanda a differenti IA, specialmente a quelle 

di nazioni o fonti che hanno meno interesse nel mentirci. 

Per tutto il resto, spero sia utile avere una base di cultura generale riguardanti le principali fregature 

che ci fanno subire, da estrarre come carta da giocarsi in futuro qualora venga l’occasione nella quale 

chiedano pure a noi un’opinione sulle ulteriori restrizioni che vorranno introdurre. 

Nel frattempo, grazie per la lettura e buon 2026. 

https://www.facebook.com/euronews/videos/is-ai-filtering-the-truth-about-war/2820857364930977/

